
Corporate Overview
Antean Technology delivers mission first cybersecurity, cloud, and emerging technology 
solutions that protect and advance critical operations across defense, civilian, and 
healthcare sectors. From Security Control Assessments and Zero Trust Architecture to AI 
governance and FedRAMP readiness, we support mission critical work across Federal 
agencies – empowering clients with the insights to make cost effective, security first 
business decisions.

We fuse innovation, agility, and trust to enable secure digital transformation at speed 
and scale. With quality in mind (we are ISO 9001, 20000, 27001 certified), we bring a 
decade of proven prime and subcontractor experience - trusted to accelerate secure  
IT modernization, reduce enterprise risk, and drive resilience in complex environments.

Corporate Snapshot 
• SBA 8(a) Certified through May 2030

- SBA BOS: Joshua Howk 
Joshua.Howk@sba.gov
8aFresno@sba.gov

• SBA Certified EDWOSB/WOSB
• NMSDC MBE Certified
• SWaM Certified
• VDOT DBE Certified

Certifications

Di�erentiators

BUILT TO SERVE. CERTIFIED TO DELIVER.
READY FOR YOUR MISSION. 

• UEI: K2ZEQM1YTTV3
• DUNS: 080011379
• CAGE: 7HPX4
• ISO: 9001:2015, 20000-1:2018,                    

27001:2022 Certified

• Cloud and FedRAMP credentials:   
AWS, Azure, Google Cloud    
Certified Practitioners, FedRAMP  
experienced professionals

• CISA AES HVA and RVA Qualified 

• Industry-leading and DoD-M aligned 
certifications held across Team Antean: 
CISSP, CDPSE, CEH, CISA, CCNA, CISM,      
CASP, Security+, ITIL, PMP

• DoD 8570.01-M compliant staff: IAT Level II/III

• Agile Small Business with           
Large Business Capabilities

• Proven Track Record
- Diverse Federal Client Base
- Prime and Subcontractor 

Past Performance
- Exceptional CPARS

• Trusted Cyber Partner –                               
CISA AES HVA and RVA Qualified

• Born Secure Methodology
• Creative, Cost E�ective, and         

Sustainable Solutions
• Hybrid Cyber SMEs
• Cleared and DoD Certified Sta�

Core Capabilities
Cybersecurity:
• Governance, Risk, and Compliance
• Continuous Monitoring and Ongoing 

Authorization
• Incident Response, Disaster Recovery, 

and Contingency Planning
• Application Security
• Audit, Assessment, and Testing

- High Value Assessments
- Assessment and Authorization
- Risk and Vulnerability Assessments   
- Penetration Testing

• Threat and Vulnerability Management
• Cybersecurity Framework
• Cyber/Privacy Program Strategy and 

Operations
• Zero Trust Program Development
• DevSecOps, and CI/CD Security
• Cyber-Supply Chain Risk Management
• GRC Tools (eMASS, CSAM, Xacta, Archer)

Cloud and Infrastructure
• FedRAMP Readiness
• Secure Multi-Cloud Migration
• Cloud Governance
• Cloud Security Engineering

AI and Machine Learning
• AI Governance
• AI RMF
• Secure Agentic AI

NAICS and PSC Codes
Primary NAICS:
541512
Secondary NAICS:
522320, 541330, 541511, 541513, 541519, 541611, 
541612, 541618, 541690, 541990, 561110, 611420
PSC Codes:
DA01, DJ01, K059, LO59, R408, R425, R499, 
R699, R711, R799, S112, U008

Partnerships

Contract Vehicles
SeaPort-NxG:                   
N0017825D7078

STARS III: 
47QTCB21D0062 as Antium LLC - JV

GSA MAS: 
47QTCA21D009W          
SINS: 54151HACS, 518210C, 
54151S, 54151HEAL, 541611

OASIS+: 
8a: 47QRCA25DA140 
WOSB: 47QRCA24DW184
SB: 47QRCA25DS758
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Inc. 5000 – 2023, 2024, 2025

Inc. Regionals Mid-Atlantic – 2024, 2025

HIRE VETS Medallion – 2023, 2024

V3 Certified Employer

OrangeSlices Elev8 GovCon – 2025 

Washington Technology Fast 50 – 2024

Centers for Medicare and 
Medicaid Services (CMS)

SELECT PAST PERFORMANCE

Antean conducts security control 
assessments (SCAs), penetration 
tests, and ACTs for CMS O�ce of 
Financial Management. We deliver 
detailed reviews of low- to high-risk 
systems, ensuring accreditation 
readiness, maintaining ATOs, and 
resolving compliance gaps through 
thorough analysis, planning, and 
execution aligned with CMS’ security 
and risk protocols.

Antean Technology LLC
5680 King Centre Dr, Ste 600 | Alexandria, VA 22315 | 703-254-0448 | www.anteantech.com

Raul Jurado Jr
Business Development
rauljurado@anteantech.com

Sean Floyd
COO
seanfloyd@anteantech.com

Sia Floyd
President & CEO
siafloyd@anteantech.com

Defense Counterintelligence 
and Security Agency (DCSA)

Antean provided cybersecurity 
expertise to DCSA’s OCIO, 
streamlining ATO processes, 
enhancing cloud system 
integration, and supporting Zero 
Trust Architecture implementation 
through strategic planning and 
roadmap execution aligned with 
DODCIO guidelines.

Department of Homeland 
Security – FEMA

Antean provides multi-cloud cybersecurity 
and compliance services, ISSO and ISSE 
support, and comprehensive risk 
assessments for FEMA’s Cyber Security 
Division. Our services enhance compliance 
and cybersecurity posture through cloud 
migrations, vulnerability remediation, 
continuous monitoring, and development 
of robust authorization and risk 
management frameworks across AWS, 
Azure, and hybrid environments.

U.S. Department of Health 
and Human Services (HHS)

Antean supported HHS OIG's 
Azure cloud transition, ensuring 
FedRAMP and RMF compliance. 
Our gap assessments, policy 
development, incident 
response exercises, and 
technical configuration  
services helped establish a 
secure and compliant 
enterprise cloud infrastructure.

National Institutes of 
Health (NIH)

Antean supports cybersecurity 
governance for NIH’s Clinical Center, 
providing risk management, SOP 
development, and framework execution 
to enable a mature and compliant 
cybersecurity program for critical 
healthcare systems. 

Department of Housing and 
Urban Development (HUD)

Antean delivered end-to-end support 
for HUD's Technical Review 
Sub-Committee governance and 
Software License Management 
programs. We provided systems 
engineering, policy development, and 
agile documentation, while enhancing 
stakeholder collaboration and 
compliance with federal IT and 
governance standards.

Awards and RecognitionMemberships and Associations

U.S. Department of 
the Navy

Antean supports the U.S. Department of  
the Navy’s Special Access Program (SAP) 
ITD portfolio with network engineering, 
network analysis, and cybersecurity 
engineering services. Our team contributes 
to the modernization, optimization, and 
defense of secure IT systems, improving 
readiness and IT operational performance 
across multiple classifications from 
Unclassified to Top Secret SAR.
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